
 

Cyber Crime
Intervention Officer

CERTIFIED
 

The CCIO is a course that aims to provide you with 
an essential background on cyberpsychology and 
cybercrimes. The course lets you detect early signs 
of problems in school children and teenagers affected 
by their online activities and equips you with 
proper guidance and counseling for timely and 
decisive intervention.

Parents (Especially Mothers)
Teachers and Teacher
Trainees
Counselors
Medical Professionals
Judicial Officers
Lawyers and Law students
Cybersecurity professionals
Armed Forces Personnel
Law enforcement officers
Students 

The minimum age requirement to
attend the CCIO program is 18 years.
Admission to the course is subject to
application approval. The course is best
suited for:

Who Should Attend: Batch start Dates: 
September & October 2021

 The course is for six days and is
scheduled every month. The lectures for

each month/batch will be held on the
following dates from 

3:00 PM to 5:30 PM IST

11th September
12th September
17th September
18th September
24th September
25th September

     September 2021

16th October
17th October
22nd October
23rd October
29th October
30th October

       October 2021

Register for CCIO

https://www.navigatehr.in/
https://www.isacindia.org/
https://pages.razorpay.com/navHR
https://pages.razorpay.com/navHR


Course Topics

Children behaving abnormally online – case studies and lessons
Negative relationships online – How it impacts family
Social Isolation – offline and online issues
Low self-esteem and depression – tracking early signs online
The tendency for violence from online activities – how to spot the signs
and prevent them
Internet Gaming Disorder– identifying addiction and other risks
Pedophiles online – How to protect children
Addiction – various types and what to do about them
Narcotics – Understanding different types of drugs, cryptocurrencies
and dark web marketplaces used by teenagers
Tech abuse – how to counsel children and parents
Bank Frauds / Wallet frauds – how to handle the cases
Sextortion, Cyberbullying and other online crimes – how to deal with it
Virtual girlfriends – how to tell if the children are involved
Cyberchondria – Medical self-diagnosis online and its risks
The Deep web – What is it
Criminal Propaganda – Steps to prevent it
Cyber Espionage and Honey traps
Guiding victims affected by cybercrime
Tools and techniques to monitor children for online safety effectively
Fundamental IT Laws that every teacher and parent must know
Counseling victims of cybercrimes
Interacting and supporting cops and lawyers with cybercrime cases
Steps you can take to enhance cybersecurity awareness in schools

Learn everything about cybercrimes and essential cyber laws
to protect your loved ones and support vulnerable victims
who need help.

Course Topics:



Instructors
 

Rajshekhar P
20+ years experience in cyber 
security. Director - ISAC

Group Captain 
P Aanand Naidu(retd)
20+ years experience in cyber 
security. Director - ISAC

 
Giving life changing opportunities to professionals 

for over a decade now. 

https://www.navigatehr.in/

